AUTHENTICATED
U.S. GOVERNMENT
INFORMATION

GPO

Department of the Navy, DoD

(2) The coordination provisions of
this paragraph also apply to any non-
U.S. Government record in the posses-
sion and control of the Department of
the Navy from multinational organiza-
tions, such as the North Atlantic Trea-
ty Organization (NATO) and North
American Air Defense (NORAD), or for-
eign governments. Coordination with
foreign governments will be made
through the Department of State.

(n) Government Accounting Office
(GAO) documents. On occasion, the De-
partment of the Navy receives FOIA re-
quests for GAO documents containing
Department of the Navy information,
either directly from requesters, or as
referrals from the GAO. Since the GAO
is outside the Executive Branch and
therefore not subject to FOIA, all FOIA
requests for GAO documents contain-
ing Department of the Navy informa-
tion will be processed by the Depart-
ment of the Navy. In those instances
when a requester seeks a copy of an un-
classified GAO report, naval activities
may apprise the requester of its avail-
ability from the Director, GAO Dis-
tribution Center, ATTN: DHISF, P.O.
Box 6015, Gaithersburg, MD 20877-1450
under their cash sales program.

(0) Mailing lists. Frequent FOIA re-
quests are received for mailing lists of
the home addresses and/or duty station
addresses of naval personnel.

(1) A list of home addresses is not re-
leasable without the individuals’ con-
sent because it is a clearly unwar-
ranted invasion of the individuals’ per-
sonal privacy, and therefore, may be
withheld from disclosure under 5 U.S.C.
552(b)(6), see subpart B of this part.

(2) Unclassified information about
service members may be withheld when
disclosure ‘‘would constitute a clearly
unwarranted invasion of personal pri-
vacy’’ under FOIA (exemption (b)(6) ap-
plies). Disclosure of lists of names and
duty addresses or duty telephone num-
bers of members assigned to units that
are stationed in foreign territories,
routinely deployable, or sensitive, con-
stitutes a clearly unwarranted invasion
of personal privacy. Disclosure of such
information poses a security threat to
those service members because it re-
veals information about their degree of
involvement in military actions in sup-
port of national policy, the type of

55

§701.8

naval unit to which they are attached,
and their presence or absence from
their households. Release of such infor-
mation aids the targeting of service
members and their families by terror-
ists or other persons opposed to imple-
mentation of national policy. Only an
extraordinary public interest in disclo-
sure of this information can outweigh
the need and responsibility of the Navy
to protect the tranquility and safety of
service members and their families
who repeatedly have been subjected to
harassment, threats, and physical in-
jury. Units covered by this policy are:

(i) Those units located outside the 50
states, District of Columbia, Common-
wealth of Puerto Rico, Guam, U.S. Vir-
gin Islands, and American Samoa.

(if) Routinely deployable units.
Those units that normally deploy from
homeport or permanent station on a
periodic or rotating basis to meet oper-
ational requirements or participate in
scheduled exercises. This includes rou-
tinely deployable ships, aviation
squadrons, operational staffs, and all
units of the Fleet Marine Force (FMF).
Routinely deployable units do not in-
clude ships undergoing extensive yard
work or whose primary mission is sup-
port of training, e.g., yard craft and
auxiliary aircraft landing training
ships.

(iii) Units engaged in sensitive oper-
ations. Those units primarily involved
in training for or conduct of covert,
clandestine, or classified missions, in-
cluding units primarily involved in col-
lecting, handling, disposing, or storing
of classified information and materials.
This also includes units engaged in
training or advising foreign personnel.
Examples of units covered by this ex-
emption are nuclear power training fa-
cilities, SEAL Teams, Security Group
Commands, Weapons Stations, and
Communication Stations.

(3) Except as otherwise provided, lists
containing names and duty addresses
of DOD personnel, both military and ci-
vilian, who are assigned to units in the
Continental United States (CONUS)
and U.S. territories shall be released
regardless of who has initiated the re-
quest.

(4) Exceptions to this policy must be
coordinated with the CNO (N09B30) or
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CMC (ARAD) prior to responding to re-
quests, including those from Members
of Congress. The foregoing policy
should be considered when weighing
the releasability of the address or
phone number of a specifically named
individual.

[56 FR 66574, Dec. 24, 1991, as amended at 59
FR 29721, June 9, 1994]

§701.9 For Official Use Only (FOUO).

FOUO is a marking which is placed
on documents to alert the holder that
they contain information that may be
withheld under exemptions (b)(2)
through (b)(9) of the FOIA. Because
FOUO is not a security classification,
exemption (b)(1) does not apply.

(a) Prior FOUO application. The prior
application of FOUO is not a conclusive
basis for withholding a record re-
quested under FOIA. When such a
record is requested, it shall be evalu-
ated to determine whether FOIA ex-
emptions apply in withholding all or
portions of the record. Information
which is reasonably segregable and
does not fall under a FOIA exemp-
tion(s) must be released to the re-
quester.

(b) Historical papers. Records such as
notes, working papers, and drafts re-
tained as historical evidence of Depart-
ment of the Navy actions have no spe-
cial status apart from FOIA exemp-
tions.

(c) Time to mark records. The marking
of records at the time of their creation
provides notice of FOUO content and
facilitates review when a record is re-
quested under the FOIA. Records re-
quested under FOIA that do not bear
such markings, shall not be assumed to
be releasable without examination for
the presence of information that re-
quires continued protection and quali-
fies as exempt from public release.

(d) Distribution statement. Information
in a technical document that requires a
distribution statement under
OPNAVINST 5510.1 series, ‘‘Depart-
ment of the Navy Information and Per-
sonnel Security Program Regulation,”
shall bear that statement and may be
marked FOUO, as appropriate.

(e) Location of markings. (1) An un-
classified document that contains
FOUO information shall have FOR OF-
FICIAL USE ONLY typed, stamped, or
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printed in capital letters centered at
the bottom on the outside of the front
cover (if any), on each page containing
FOUO information, and on the outside
of the back cover (if any).

(2) An unclassified directive that con-
tains FOUO information shall have
FOR OFFICIAL USE ONLY typed,
stamped, or printed in capital letters
centered at the bottom on the outside
of the front cover (if any), on each page
of the directive top and bottom, and on
the outside of the back cover (if any).

(3) Within a classified document, an
individual page that contains both
FOUO and classified information shall
be marked at the top and bottom with
the highest security classification of
information appearing on the page.

(4) Within a classified or unclassified
document, an individual page that con-
tains FOUO information, but does not
contain classified information, shall
have FOR OFFICIAL USE ONLY typed,
stamped, or printed in capital letters
centered at the top and bottom edge of
the page.

(5) Other records, such as photo-
graphs, films, cassette tapes, movies,
or slides, shall be marked FOR OFFI-
CIAL USE ONLY so that a recipient or
viewer knows the status of the infor-
mation.

(6) Unclassified automatic data proc-
essing (ADP) media with FOUO infor-
mation shall be marked as follows:

(i) An unclassified deck of punched or
aperture cards with FOUO information
shall be marked as a single document
with FOR OFFICIAL USE ONLY
marked on the face of the first and last
card, and on the top of the deck.

(i) An unclassified magnetic tape,
cassette, or disk pack that contains
FOUO information shall have FOR OF-
FICIAL USE ONLY marked externally
on a removable label. The resulting
hard copy report or computer printout
shall reflect the FOR OFFICIAL USE
ONLY marking on the top and bottom
of each page. It may be accomplished
by using a programmable header or
marking the hard copy manually.

(7) FOUO material transmitted out-
side the Department of the Navy re-
quires an expanded marking to explain
the significance of the FOUO marking.
This may be accomplished by typing or
stamping the following statement on
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